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Methods to Capture and Deploy 0S/Disk Images on the Intel® Modular Server System Overview

1. Overview

This white paper is intended to provide a simple description of the requirements and processes
for using various software packages to capture and deploy OS/disk images with the Intel®
Modular Server System.

Note: The information in this paper is intended to assist users in deploying operating systems to
the Intel® Modular Server System only. The processes described in this paper are not intended
as a guide for data backup. Data security and data retention are the sole responsibility of the
user.

2. Using Symantec* Ghost Solution Suite

This section is intended to provide a simple description of the requirements and processes for
using Symantec” Ghost Solution Suite to capture and deploy images with the Intel® Modular
Server System.

2.1 Hardware and Software Requirements
The following is a list of the recommended minimum software and hardware requirements for
creating an effective host server and network environment for capturing and deploying operating
system images:

e Symantec* Ghost Solution Suite, version 2

e CD writing software

e A host computer to serve as the Symantec* Ghost server and console:

0 Intel® Architecture PC suitable for supporting Microsoft Windows XP*, Microsoft
Vista*, or Microsoft Windows Server 2003* SP1 or later.

0 1GbE Ethernet NIC

o0 CD-RW drive (Symantec* Ghost Solution Suite includes a tool for creating a
bootable Ghost CD-ROM)

0 40 GB or larger hard drive
e A TCP/IP-based 1GbE Ethernet network

e AnIntel® Modular Server System with at least one compute module installed and at
least one virtual drive configured for each server to be imaged

e An USB CD-ROM drive
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2.2 Configuring the Host Server

Symantec* Ghost Solution Suite can be installed on a variety of Microsoft Windows* operating
systems. Refer to the Symantec documentation for more information.

The host server will host the Symantec* Ghost Solution Suite along with operating system
images that can be deployed to an Intel® Modular Server System. Depending upon the source
operating system, the operating system configuration and installed applications, an image may
be as large as 2 GB. Ideally, the host server will be located within the same local area network
as the modular server to be imaged.

2.2.1 Install and Configure the Host Operating System

1. Install your choice of Microsoft Window* operating system and apply the current service
pack(s) and updates

2. Configure the TCP/IP network settings to match the TCP/IP settings of the network in
which the Intel® Modular Server System is connected.

3. Create a folder within Microsoft Windows* to store the operating system image files.
Ideally the image files should be stored on a hard drive separate from the hard drive
where the operating system is being installed.

2.2.2 Install Symantec* Ghost Solution Suite

Refer to the documentation that shipped with the Symantec* Ghost Solution Suite you installed
for installation instructions.

2.3 Preparing to Capture and Deploy Images

2.3.1 Prepare a Bootable Symantec* Ghost CD-ROM

1. Download the latest Intel® PRO 1000 NDIS2 driver from the Intel support website at
http://support.intel.com and extract the package to a folder on the host server.

2. Launch the Ghost Boot Wizard.

2 Revision 1.0
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3. Select Network Boot Package.

x

+ wWeloome bo the Ghost Book Wizard, Select the type of boot package wou wish
H ko create faor starting vour client machines.

=—{[Standard Ghost Boot Package

@: Ghost boot package with support for non-TCP peer-to-peer and
CO/DYD readingwiting operations.

Metwork Boot Package

Ghost boot package with network support for GhostCasting and TCP

peer-to-peer connections.

7 3:1Drive Mapping Boot Package
Boot package that maps a diive letter to a shared resource on a server.

Eﬂ CD{DVD Startup Boot Package with Ghost
) Eb':fft. I?l:n:ut_lpa_ckage wi!:h ger?erill: I:Dﬁl:lh*l drivers for reading from LI

11.0.0.1502 - Copyright [Z] 1993-2006 Symantec Corporation. Al rights reserved.

¢ Back MHest > Cancel Help

4. Click Next.

5. At the Network Interface Card Driver template selection screen, click the Show All
Drivers (Advanced) checkbox.

Revision 1.0 3



Using Symantec* Ghost Solution Suite

Methods to Capture and Deploy 0S/Disk Images on the Intel® Modular Server System

6. Scroll down the list of drivers and highlight the Intel® PRO 1000 NDIS2 driver.

*% Symantec Ghost Boot Wizard - Network Interface C

+  Select the netwark. driver far the make and model of the network card that iz
inztalled on the client computer(z). If the driver iz not listed, click Add to add a

new driver template.

B || Mame

| Type =

£dd || @ | kel EtherExpress PRO 10154
& |ntel EtherExpresz PRO 10 PCI

Modify || =8 Intel PRO 100
y L kel PRO 1000
l:y i Inkel Pro 1000 Packet
= & |rtel TokenE =prezs 16p
&8 |ntel TokenE =preszs Pro
Name || @m i jngston EtheRx KNET00TX
> . K jngston EtheRs KNET10T
Delete || (i Kingston EtheF= KMET10TH Packet

HDIS2 Diriver
HDIS2 Diriver
MOIS2 Driver
MDIS 2 Driver
Facket Diriver
MOISZ Driver |
MDIS2 Drriver
MDIS2 Drriver
MDIS2 Drriver
Facket Diriver j

v Show Al Drivers [&dvanced)

x|

¢ Back I MHest > I

Cancel Help
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7. If this is the first time you have used the Ghost Boot Wizard to create a bootable disk,
you must update the Intel® PRO 1000 NDIS2 driver template to include the latest driver:

a. With the Intel® PRO 1000 NDIS2 driver template highlighted, select Modify.

b. On the NDIS driver tab, click Setup and browse to the folder that contains the
latest Intel® PRO 1000 NDIS2 driver.

open 21|
Lok jn: |59 DOS o2 | N

Dezkiop

o

ty Documents

L
-

ky Computer

File narme; IE'I 000.do= j Open I
Files of bype: [NDIS Drivers [*.dos) =] Cancel |

c. Click OK.

d. The new driver will automatically be loaded into the driver template and you will
be returned to the Network Interface Card driver template selection screen

Revision 1.0 5
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8. With the Intel® PRO NDIS2 driver highlighted, click Next.

* Symantec Ghost Boot Wizard - Network Interface x|

+  Select the netwark. driver far the make and model of the network card that iz
inztalled on the client computer(z). If the driver iz not listed, click Add to add a

new driver template.

B || Name | Type =
£dd || @ | kel EtherExpress PRO 10154 MDIS2 Driver
& |ntel EtherExpresz PRO 10 PCI HDIS2 Diriver
Modify || =8 Intel PRO 100 M52 Diriver
Lt ntel PRO 1000 MOI52 [:lri-.-'er
B i Inkel Pro 1000 Packet Packet Dr.wer
& |rtel TokenE =prezs 16p MOISZ Driver |
&8 |ntel TokenE =preszs Pro MON52 Diriver
Name || @m i jngston EtheRx KNET00TX MOIS2 Diiver
> . K jngston EtheRs KNET10T MOIS2 Diriver
Delete || (i Kingston EtheF= KMET10TH Packet Facket Diriver j

v Show Al Drivers [&dvanced)

¢ Back I HEﬁE> I Cancel | Help |

)

9. Atthe DOS Version selection screen, ensure Use PC-DOS is selected.

:t Symantec Ghost Boot Wizard - DOS Yersion x|

4 Select the verzion af DOS that pau want ta uge, PC-00S iz included in the
H Ghozt Boot Wizard and requires no additional files. To uze MS5-D0S, pou muist
add the required system files. This requires a spstem formatted floppy disk.

DS Yersion
d

£ Use M5-D0S5

M5-005 files are not installed. To install these files, Get M3-D03...
inzert a zpztem farmatted floppy dizk inta drive &, then ]
click Get M5-DDS. Biemoyz 5 DO

¢ Back HN * Carnicel Help
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10. Click Next.
11. At the Client Type selection screen, ensure Symantec Ghost is selected.

& Symantec Ghost Boot Wizard - Client Type x|

Select the twpe of client to be included in the boat package. The location of
the files can be changed if the default install path iz incaorrect.

[T Donotinclude any Ghost executables

) Symantec Ghost Console Client

Pragram Location

Ghost exe IE:'\F‘ngram Fileg\SymantechGhostghost exe Browse... |

Parameters I

< Back I ﬂﬁt} I Canicel Help
b

12. Click Next.
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13. At the External Storage Support selection screen, leave the check boxes unchecked.

* Symantec Ghost Boot Wizard - External storage su x|

Ghozt has buil-in support for acceszing external storage devices, such as
Firgtfire, USE or Zip drives.

— Firet4fire and USE Optionz

Some BIOS"s may limit access to Firetwire or USE external storage devices.
To enable Ghost to overide the BIDS and gain full access to these devices,
zelect the appropriate option:

[T Owveride BIOS Eire#fire contral

[~ Owveride BIOS USE controf

WARMIMNG: Do nat averride BIOS USE cantral if you plan ta create a
bootable USE flash drive.

¢ Back I h@-:w I Cancel Help

&)

14. Click Next.
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15. At the Network Settings selection screen, select DHCP will assign the IP settings if your
network uses a DHCP server to assign IP addresses. Otherwise select The IP settings
will be statically defined and enter the IP address settings appropriate for your network.

*% Symantec Ghost Boot Wizard - Network Settings x|

i Enter the network settings for the client that is to be booted from this boat
package. vour network, administrator will be able to tell you what walues are
O required.

% DHCP wil assign the P settings

— The IP seftings will be statically defined:

Firat [ Addrezs: I

Subnet task: I

Eateway I

Bouter Hops: |16 =

¢ Back I ﬂeﬁ> I Cancel Help

"“-5

16. Click Next.
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17. At the Destination Drive selection screen, ensure that Create ISO is selected. Provide a

filename and path (the filename must end with the extension .iso).
fﬁ Symantec Ghost Boot Wizard - Destination Drive

H " Select the target for the boot package:
" Formnat Floppy Disk Set
i Create |SO Image
" Format Disk

Filenarme:

ID:'\G hogt_BoothGhost_Boot_Pro1000.iz0 Browse I

[~ Support for creating bootable CDs/DD s
Select thiz option if you intend to uze Ghost exe to create bootable
CDz or DWD=. Enzure that the CO yow boot from iz not removed at any
time when creating the boatable COOVD with Ghost exe.

X

< Back Canicel Help

18. Click Next.
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19. At the Review screen, review the configuration.

£ Review the zettings in the detailz bow. Ta change settings, click Back. Ta start
H the creation process, click Nest.

Client Details: -
Client: Svmantec Ghost

Destination: DoGhost_BootiGhost_Boot_Pro1000.0s0
Network Driver:

Template: Intel PRO 1000

Driver: E1000.00OS

Driver Type: D152 Driver

Configuration Files:

AUTOEXEC.BAT:
igecho off
SET TZ=GHOQ+08:00 LI
< Back I ﬂe:-:;> I Cancel | Help |
L
20. Click Next.
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21. The Symantec* Ghost Boot Wizard will automatically create an ISO image that can be
used to create a bootable CD-ROM.

5 Symantec Ghost Boot Wi x|

£ Rewview the sethings in the detailz box. To change settings, click Back. To start
H the creation process, click Mext.

Chent Details: ;l
IClient: Svimantec Ghost
Please Wait...

Creating 150
FPercent complete: 50

SET TZ=GHO+08:00 LI

ek Ten T

< Back Hewt > Cancel | Help |

22. Click Finish.
23. Use your choice of CD burning software to write the ISO image to a CD.

2.3.2 Install the Operating System to be Captured
1. Prepare the Intel® Modular Server System:

a. Create a virtual drive and assign it to the server compute module.

b. Connect a video monitor to the VGA port on the front panel of the server
compute module.

c. Connect a USB 2.0 hub to the USB port on the front panel of the server compute
module.

d. Connect a USB CD-ROM or DVD-ROM drive, a USB floppy drive, a USB
keyboard and a USB mouse to the USB 2.0 hub.

2. Install and configure the operating system to be captured:
a. Install any required applications and/or patches.

b. For Microsoft Windows* operating systems, consider using the Microsoft*
Sysprep tool to prepare the operating system for duplication.
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24 Capturing and Deploying Images

2.4.1 Boot the Server Compute Module to the Symantec* Ghost Client

1. With a USB CD-ROM drive, USB keyboard and video monitor attached to the front panel
of the server compute module you want to image, insert the bootable CD-ROM into the
USB CD-ROM drive.

Power-on or restart the server compute module.

If the server compute module BIOS has been configured to boot to the USB CD-ROM
drive let the system boot; otherwise, press F2 for BIOS setup and from the BIOS setup
screen arrow over to the Boot Menu and select the USB CD-ROM drive.

2.4.2 To Capture an Image

1. From the host server (where the Symantec* Ghost Solution Suite is installed), launch
Symantec* GhostCast Server and apply the following settings:

a. Session Name: CB (this may be anything you want but must match the
Ghost.exe client running on the server compute module)

b. Restore Image / Create Image: Create Image
Disk / Partition: Disk

d. Image File: Browse to the folder where the images are to be stored; type a name
for the image file in the File Name box. Example: W2K3R232 .gho

e. Click the Accept Clients button.

=
File Wiew Help
sl Memis IEB ") Bestare Image % Create Image
Image File I|::"-.GhSt_|mg"-.MFSEDDS|_W2K3H2_32.ghl:l Browsze... |
% Djzk :
" Bartition I j More Dptions > |
IF Address | MaAC Addreszs | kode | Statug | | Arrept EIILents I
by
Send |
................... 5;,:,;,'
Speed [MB./min] kB Tranzmitted Time Elapzed Connected Clients I}
Percent Complete B Remaining Time Remaining Failed Clignts ]
Waiting For clients to connect, . i

2. At the server compute module:
a. Press OK at the Symantec* Ghost splash screen.
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-~ 0o o o0 T

Q

Arrow down to GhostCast and press Enter.

Select Multicast.

Enter the session name from above (i.e., CB) and press Enter.
Select the drive to be imaged.

Follow the prompts.

Symantec* Ghost will capture an image of the virtual drive assigned to the
server.

24.3 To Deploy an Image

3. From the host server, launch Symantec* GhostCast Server and apply the following
settings:

a.

Session Name: CB (this may be anything you want but must match the
Ghost.exe client running on the server compute module)

b. Restore Image / Create Image: Restore Image
Disk / Partition: Disk
Image File: Browse to the folder where the images are to be stored and select an
image file to be deployed.
e. Click the Accept Clients button.
=
File Wiew Help
Gemsiam Wemis IEB {* | Festore Image " Create Image
Image File I|::"-.Ghst_|mg"-.MFSEDUS|_W2K3H2_32.ghl:l Browsze... |
% Djzk :
= Eartition I j Mare Dptions > |
IP Address | MaAC Address | i ode | Statug | | Srcept |C\Iients I
iy
Send |
................... 5;,:,;,'
Speed [MB./min] kB Transmitted Time Elapzed Connected Clients I}
Percent Complete kB Remaining Time Remaining Falled Clients ]
Waiting For clients to conmect.., v

4. At the server compute module:

a.
b.

C.

Press OK at the Symantec* Ghost splash screen.
Arrow down to GhostCast and press Enter.

Select Multicast.
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d. Enter the session name from above (i.e., CB) and press Enter.
e. Select the drive to be imaged.
f. Follow the prompts.
5. At the Symantec* GhostCast Server console:
a. Click Send.

%= CB - Symantec GhostCast Server - 0| x|

File Wiew Help

Bemsitor M IEB ¥ Festore Image = Create Image

Image File IE:"-.G hzt_ImgsFSE005]_W2E3R2_ 32 gho Browsze... |

% Djzk

" Partition I j kMore Optionz > |
IP Address | MaAC Address | i ode | Statug | | Arcept Clients I
192.168.150.241 0-1517-68-D3-60 uilticazt W aiting

Speed [MB /min] kB Transmitted Time Elapzed Connected Clients 1
Percent Complete kB Remaining Time Remaining Falled Clients ]
Wyaiting For clients - hit Send to begin. .. v

b. Symantec* Ghost will deploy the image to the virtual drive assigned to the server.

2.5 For More Information

2.5.1 Documentation

1. Symantec provides a set of tutorials which are accessible from the Help drop-down
menu on the Symantec* Ghost console.

2. Symantec provides complete documentation (covering planning, implementation and
use of Symantec* Ghost Solution Suite 2) on the installation CD.

2.5.2 Information on the Web
For more information, visit the Symantec website at http://www.symantec.com.
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3. Using Microsoft Remote Installation Service

Microsoft includes the Remote Installation Services (RIS) tool with Microsoft Windows Server
2003* to enable fully automated server deployment. Through the TechNet Web portal, Microsoft
provides a number of technical documents that describe in great detail how to set up and
configure Microsoft* operating systems, set up Microsoft* Networking, and set up and use a
variety of tools, including RIS.

This chapter is intended to provide information specific to the requirements and processes for
using Microsoft* Remote Installation Services to deploy Microsoft Windows Server 2003* to the
Intel® Modular Server System. It will discuss the highlights of setting up and configuring a RIS
server. For detailed information, see the applicable Microsoft TechNet article.

Microsoft* Remote Installation Services must be installed on a server running either Microsoft
Windows Server 2000* or Microsoft Windows Server 2003*. This chapter focuses on a host
server installed with Microsoft Windows Server 2003*.

3.1 Host Server Requirements

1. The host server must meet the minimum requirements for the version of Microsoft
Windows Server 2003* being installed on the host server.

2. The host server must include at least two separate hard drives or partitions: a boot
drive/partition where the operating system will be installed and a second drive/partition of
at least 4 GB that is formatted with an NTFS file system for storing the RIS folder tree.
The disk/partition must also provide sufficient storage for additional applications and
files.

3. The host server must have a Microsoft Windows*-compatible network interface controller
(NIC) that supports TCP/IP and has a minimum speed of 1000Mb/sec. This NIC should
be configured with a static IP address.

3.2 Network Requirements
A TCP/IP-based Ethernet network
2. The network must include:
a. An active Domain Name System (DNS) server
b. An active Dynamic Host Configuration Protocol (DHCP) server
c. At least one Microsoft* domain controller
3. An Active Directory must exist on the network.

For additional information detailing the installation and troubleshooting of RIS, refer to the
following Microsoft TechNet article at:
http://technet2.microsoft.com/WindowsServer/en/library/c62e5951-5eb9-42f1-95ae-
490e5d7a55511033.mspx?mfr=true
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3.3
3.3.1

3.3.2

Installation and Configuration

Installing Remote Installation Services

Install Remote Installation Services through the Add or Remove Programs, Add /
Remove Windows Components section of the Control Panel.

Once the RIS installation is complete you will be prompted to reboot the server.

When the server reboot is finished, log in to the server and navigate to Start - Settings
- Control Panel - Administrative Tools - Remote Installation Services Setup.

The RIS Setup Wizard will launch and walk you through the steps to add an operating
system image to be deployed by RIS.

The Setup Wizard will prompt for:

a. A path to the remote installation folder - This is where the remote installation files
will be stored. The drive/partition must be formatted with NTFS version 5 or later.
The drive/partition cannot be the system drive.

b. Whether the system should respond to client computers requesting service — Put
a check in the check box and click Next.

c. A path to the CD or network location that contains the Microsoft Windows*
installation files — This is where RIS will get the files to be placed in the remote
installation folder.

d. A name for the Microsoft Windows* installation image folder — Enter an
appropriate descriptive name such as W2K3_R2_SP2.

e. A friendly description and help text — This description will help users select the
correct installation image.

The Setup Wizard will display the settings for the new image folder. If the settings are
correct, click Finish.

The Setup Wizard will then perform the following:
f. Create the remote installation folder.

g. Copy the installation files from the source location to the installation image folder.
This may take several minutes.

h. Create an Unattended Setup answer file — ristndrd.sif
i. Start the required remote installation services.

The Setup Wizard must be run for each operating system to be made available through
RIS.

Configuring Remote Installation Services: Editing the Answer File

The Unattended Setup answer file must be edited before many of the functions will be
truly automated. By default, answer files are located as follows:

c. For an x86 OS -
Remotelnstal IN\Setup\English\Images\ImageName\i386\templates\
ristndrd.sif
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d.

Far an x64 OS -
Remotelnstal 1\Setup\Engl ish\Images\ImageName\amd64\templates
\ristndrd.sif

2. Connect a video monitor to the VGA port on the front panel of the server compute
module.

3. Connect a USB 2.0 hub to the USB port on the front panel of the server compute
module.

3.3.3 Configuring Remote Installation Services: Adding Drivers

The LSI* SAS driver and Intel® NIC driver for the Intel® Compute Module MFS5000SI must be
added to the installation image folder for each installation image. The ristndrd.siT file must
then be edited to include these drivers in the operating system installation routine. Optional
drivers (such as the Trusted Platform Module driver, Intel® chipset driver) can also be installed.

1. Adding the Microsoft Windows 2003* 32-bit LSI* SAS driver

a.

Download the current Microsoft Windows Server 2003* LS| SAS drivers for the
Intel® Compute Module MFS5000SI from http://support.intel.com.

Create the following directories in the installation image folder:
= \$OEMS\$1\Drivers\LSI_SAS
= \$OEMS\TEXTMODE

Copy the following files to the two directories you just created:

= Isi_sas.inf
= Isi_sas.sys
= Isinodrv.inf
= s2k332.cat

If this is the first set of drivers to be added to the image folder, copy the
txtsetup.oem file to the \$OEMS\TEXTMODE directory. If a txtsetup.oenm file
already exists in this directory, DO NOT copy over it as you will lose the existing
driver configuration. Instead, edit the existing txtsetup.oem file by copying the
information under the following headings from the txtsetup.oem file that is
included in the driver package:

= [Disks]
= [SCSI1]

= [Files]
= [Config]

Edit the unattended install answer file,
Remotelnstal I\Setup\English\Images\ImageName\i386\templates\

ristndrd.sif, to include the following entries:

[Unattended]
OemPnpDriversPath = \Drivers\LSI_SAS
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[MassStorageDrivers]

“LS1 Logic Fusion-MPT SAS Driver (Server 2003 32-bit)”
= “OEM’,

[OEMBootFiles]
Isi_sas.inf
Isi_sas.sys
Isinodrv.inf
s2k332.cat

4. Adding the Intel® NIC driver:

e.

Download the current Microsoft Windows Server 2003* Intel® NIC driver for the
Intel® Compute Module MFS5000SI from http://support.intel.com.

Create the following directory in the installation image folder:
= \$OEM$\$1\Drivers\intel NIC

Copy all of the files from the pro1000\win32 directory in the Intel® NIC driver
package to the \$OEM$\$1\Drivers\Intel _NIC directory you just created.

Extract the .INF files from the pro1000\win32\RIS_INF\E1000325.zip and
E1E5132.zip to the \1386 folder located in the installation image folder.

Edit the unattended install answer file,
Remotelnstal I\Setup\English\Images\ImageName\i386\templates\

ristndrd.sif, to include the following entries:
= [Unattended]
* QOemPnpDriversPath = \Drivers\Intel NIC
= OEMPreinstall = yes
= DriverSigningPolicy = Ignore

Note: When adding multiple entries to the OemPnpDriversPath line, each entry must be
separated by a semi-colon without spaces. The last entry must NOT be followed by a semi-
colon. Example: OemPnpDriversPath = \Drivers\LSIl_SAS;\Drivers\intel NIC

5. Adding the Intel® chipset driver:

J.

Download the current version of the Microsoft Windows Server 2003* Intel®
chipset driver for the Intel® Compute Module MFS5000SI from
http://support.intel.com.

Create the following directory in the installation image folder:
= \$OEM$\$1\Drivers\intel INF

Copy all the files from the win2003 directory in the Intel® chipset driver package
to the \$OEMB\$1\Drivers\Intel INF directory you just created.
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m. Edit the ristndrd.sif file to include the following entries:
= [Unattended]
= OemPnpDriversPath = \Drivers\Intel INF
6. Adding the Intel® TPM driver:

n. Download the current version of the Microsoft Windows Server 2003* Intel® TPM
driver for the Intel® Compute Module MFS5000SI from http://support.intel.com.

0. Create the following directory in the installation image folder:
= \$OEM$S\$1\Drivers\TPM

p. Copy all the files from the win2003 directory in the Intel® TPM driver package to
the \$OEM$\$1\Drivers\TPM directory you just created.

g. Editthe ristndrd.sif file to include the following entries:
= [Unattended]
= OemPnpDriversPath = \Drivers\TPM

34 Sample Answer File

The following is an example of an answer file that may be used to install Microsoft Windows
Server 2003* on an Intel® Modular Server System. Changes to the original file entries are in
bold italics.

[data]

floppyless = 1"

msdosinitiated = "1"

OriSrc = "\\%SERVERNAME%\RemInst\%INSTALLPATH%\%MACHINETYPE%""
OriTyp = "4"

LocalSourceOnCD = 1
DisableAdminAccountOnDomainJdoin = 1

[SetupData]

OsLoadOptions = "/noguiboot /fastdetect"

SetupSourceDevice =
"\Device\LanmanRedirector\%SERVERNAME%\RemInst\%INSTALLPATH%""
[Unattended]

OemPreinstall = yes

OemPnpDriversPath =

\Drivers\LSI_SAS;\Drivers/Intel NIC;\Drivers\Intel INF;\Drivers\TPM
FileSystem = LeaveAlone

ExtendOEMPartition = 0

TargetPath = \WINDOWS

OemSkipEula = yes

InstallFilesPath =
"\\%SERVERNAME%\Rem I nst\% INSTALLPATH%\%MACHINETYPE%""

LegacyNIC = 1

DriverSigningPolicy = Ignore

WaitForReboot = no

[UserData]
Ful IName = "Your Company"'
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OrgName = "Your Company"
ComputerName = %MACHINENAME%
ProductKey = XXXXX-XXXXX-=XXXXX=XXXXX-XXXXX

[MassStorageDrivers]
"LSI Logic Fusion-MPT SAS Driver (Server 2003 32-bit)" = "OEM"

[OEMBootFiles]
Isi_sas.inf
Isi_sas.sys
Isinodrv.inf
s2k332._cat

[GuiUnattended]
OemSkipWelcome = 1
OemSkipRegional = 1
TimeZone = %TIMEZONE%
AdminPassword = "*"
EncryptedAdminPassword=NO
AutolLogon=Yes
AutolLogonCount=1

[LicenseFilePrintData]
AutoMode = PerSeat

[Display]
BitsPerPel = 32
XResolution = 1024
YResolution = 768
VRefresh = 60

[Networking]
Instal IDefaultComponents = Yes

[NetServices]
MS_Server=params.MS_PSched

[Identification]
JoinDomain = %MACHINEDOMAIN%
DoOldStyleDomainJoin = Yes

[Remotelnstall]
Repartition = Yes
UseWholeDisk = Yes

[Shell]
DefaultStartPanelOffF = Yes

[0SChooser]

Description ="Windows Server 2003 Enterprise x64 Edition”

Help ="Automatically installs Windows Server 2003, Enterprise and
allows manual disk partitioning”

LaunchFille = "%INSTALLPATH%\%MACHINETYPE%\templates\startrom.com"
ImageType =Flat

Version="5.2 (3790)"
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4. Using Active@ Disk Image*

Active@ Disk Image* is a Microsoft Windows* based disk imaging tool that allows a user to
clone one hard drive to another hard drive, or to capture and deploy hard drive images.

This section is intended to provide a simple description of the requirements and processes for
using Active@ Disk Image* to clone a virtual drive to another virtual drive on the Intel® Modular
Server System.

4.1 Hardware and Software Requirements

The following is a list of the recommended minimum software and hardware requirements:

o Active@ Disk Image*, version 3.1

¢ An Intel® Modular Server System with at least one server compute module installed and
at least two virtual drives configured.

¢ A USB CD-ROM drive
e A USB floppy drive
e Microsoft Windows Server 2003*, R2

4.2 Configuring the Host Server

Active@ Disk Imaging* software may be used with a variety of Microsoft Windows* operating
systems. This document focuses on using Active@ Disk Image* to clone Intel® Modular Server
System virtual drives with Microsoft Windows Server 2003* installed.

4.2.1 Configure the Intel’ Modular Server System
1. Create at least one storage pool using one or more physical hard drives.

2. Create at least two virtual drives. Each virtual drive must be of identical size and be large
enough to support the installation of Microsoft Windows Server 2003*. They must also
provide sufficient storage for additional applications and user files.

3. Assign the virtual drives to a server compute module as Drive 0, Drive 1, etc.

4.2.2 Install and Configure the Operating System
1. Install Microsoft Window* Server 2003* on the virtual drive that is assigned as Drive 0.

2. Apply all current service packs and updates.
3. Install additional application software as required.

4.2.3 Install Active@ Disk Image*

1. Install Active@ Disk Image* on the virtual drive that is assigned as Drive 0. For
installation instructions, refer to the documentation included with the Active@ Disk
Image software.
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4.3 Cloning a Virtual Drive

1. Boot the server compute module that is hosting the virtual drives you created in step
4.2.1

2. Launch Active@ Disk Image*.
3. Double-click Clone Disk.

ﬁ Active@ Disk Image 3.1.2 - Unregistered evaluation copy ;Iglil
File Wew Tools Help

Disk Operations

Details
2
@ Clone Disk

Transfer data, i L . (GI-LQ
S ST, (e e @ verify Image @; _ Create Raw Image
partition or an entire disk . #

directly to another partition or

entire dizk. Thig iz useful for Service Utilities
copying the same configuration

to multiple hard drives. B

P i
i\ 3 Create Book Disk @ Partition Manager

Other Operations

L | Wiew Log - | 5chedule Task
2 -8

. Disk to Image Image ko Disk

Ac_tive‘:@-
Disk Image

| Ready v

4. Click Next.
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5. Select Disk 0 as the source disk.

isk Image 3.1.2 - Unregistered evaluation copy — IEIIiI

ile  Wiew Tools Help

Disk Operations

L S Tiick b Trmane Trnane ba Mick HRA reniore Tmane

Clone Wizard x|

m Clone Disk

Transfer data,
sector-by-sector, from one
pattition or an entire disk
directly to another partition or
ertire disk. This iz useful for
copying the same configuration
to muttiple hard drives.

Select Source Disk or Partition
Click a source disk or partition to select it

2 Local Disk (C2) Pri, Act  19.99GE 4,542 GB HTFS
2 Disk 1 20,00 GB Intel Multi-Fles
) Local Disk (F:) Pri, Act  19.99GE  3.502 GB MTFS

< Back I Mext = I Cancel

Ac_iive'@-
Disk Image

[Ready

6. Click Next.
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7. Select the destination disk that will receive the cloned image.

ﬁ Active@ Disk Image 3.1.2 - Unregistered evaluation copy = | Ellll

File Wew Tools Help

Disk DOperations

Details W : —
Y Ny
- L. 0 Nigk b Trmane Tmane o Dick T Fynlore Tmana

~2
@ Clone Disk Clone Disk Wizard

Transfer data,
sector-by-sector, from one
pattition or an entire disk
directly to anather partition or
entire disk. This is usetul for Disk. | Capacit | Information |

copying the same configuration) f ¢ pisk 0 20,00 GB Intel Mul
to multiple hard drives. 5

Select Destination Disk
Click a destination disk ta select it, Data on the selected disk will be overwritten

e

< Back. I Mext = I Cancel

Ac_tive@
Disk Image

| Ready

8. Click Next.
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9. On the confirmation page, accept the default setting for the log file.

@ Active@ Disk Image 3.1.2 - Unregistered evaluation copy ;Iglll

File Wiew Tools Help

Disk Dperations

3 L
Fiizk Fr Tnane m Trnane Fn Mick L; ST Ferlaee Tmane

Clone Di zard x|

Details

=
& Clone Disk

Transfer data,
sector-by-sector, from one
partition or an entire disk
directly to anather partition or
entire dizk. This iz useful for Cloning Disk ;I
copying the same configuration
to muttiple hard drives.

Confirm Operation Details
Werify the list of actions about ta be performed. Ta change an action, click Back.

Operation 1 of 1

From:
Disk: 1}
BIOS name: Intel Multi-Fles
Capacity: 20,00 GB
Total sectors: 41943168

To:
Diisk: 1
BIOS name: Inkel Mulki-Flex

Il
¥ it test log ko ChactiveDiskimage.log Lk Browse. .,

To proceed with cloning disk, click Mesxt.,

< Back . Cancel |

Ac_iive@
Disk Image

| Ready

10. Click Next.

11. When the drive clone process is compete, click Finish.
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@ Active@® Disk Image 3.1.2 - Unregistered evaluation copy ;'EIll

File  Wiew Tools Help

Disk Operations

Details o . ; )
3 i%u
P L. Dk b Tmane m Trane bn Mick WRAH Ferlors Tmane
;";EI Clone Disk Clone Disk Wizard x|

Tranzfer data, Draka was successfully cloned. Elapsed time: 00:09:36.
sector-by-zector, from one Meaphtanenl e
partition or an entire disk
directly to another partition or
entire disk. Thiz iz useful for
copying the same configurstion
to multiple hard drives.

To close this dialog box, click Finish,

< Back Cancel

Active @

Disk Image

Note: To use the newly cloned drive, reassign it to another server compute module as Drive 0
and boot the server compute module.

The cloned image is an exact copy of the original drive including server name, IP address
IDSID, etc. To avoid conflicts on the network, these settings must be changed to something
unique.
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4.4 (Capturing and Deploying Images

44.1 To Capture an Image
1. Double-click Disk to Image.

2. Click Next.

@ Active@ Disk Image 3.1.2 - Unregistered evaluation copy - |E||1|
File W¥ew Tools Help
Disk Dperations
Details ; -
3 L
1 Image ko Disk ,;""‘_, Explore Image
&?ﬁ Dizk to Image ’ = 4
Create & Backup Disk Image 3 I ) @ )
which can be used to recover @ Verify Image = —,. Create Raw Image Clone Disk
your entive cotmputer such a3 & i ;
logical partition or a physical
hard disk. Backup Disk Image Service Utilities
files contain used disk space
only and may be spit irto -
chunks, compressed, andfor [y . .
password protected. .\h_.% (Create Book Disk. @ Partition Manager
Other Operations
| 9P
L | View Log = Schedule Task
] @
Active @
Disk Image
v

28

Revision 1.0




Methods to Capture and Deploy 0S/Disk Images on the Intel® Modular Server System Using Active@ Disk Image*

3. Select the source drive.

ve@ Disk Image 3.1.2 - Unregistered evaluation copy - |E||l|

Fil= “Wiew Tools Help

Disk Dperations

Fiicl br Trazne m Trozna ko Dicl

zard

Details

k$ Disk to Image Disk to Image

select Disks and Partitions
Select the partitions and disks that you want ta include in the disk image

Eurlowa Trazna

Creste a Backup Disk Image
which can be usedto recover
your entire computer such as a
logical partition or & physical
hard disk. Backup Disk Image
files contain used disk space

Partition | Flags | Caparit | Used space | Information |
@ Disk 0 20.00 GB Inkel Mulki-Fles:

gﬂfnizdcrgfn"p:’:sz’;'g ":n” or ) Local Disk (C:) Pri, fct  19.99GB  4.6492 GB NTFS
e [ < pisk 1 20,00 GB Intel Multi-Flex
1% Local Disk {1:) Pri Act  19.99GE  19.99GB NTFS

Total size: 4,642 GB

< Back I Mext = I Cancel

Active

Disk Image

¥
4. Click Next.
5. Select the destination location for the image.
Active@ Disk Image 3.1.2 - Unregistered evaluation copy - |D|ﬂ
File  Wiew Tools Help
Disk Operations
Details > ﬁ
i 1 % Fvrlowa Treana
k$ Disk to Image ll
X Indicate Backup Location -
Cre.ate AR DI K (EER Enter backup name and the path or browse to the folder where you want to store this image y
wehich can be used to recover i
your entire computer such as a _
logical parttion or & physical
hatd dizk. Backup Disk nage Backup ta:
files contain used disk space
only &nd may be spit into
chunkz, compressed, andior ) 20/DYD burner
password protected. Diervice: I j
Backup name: I DiskImage
' Local or network file
Backup name: I DiskImage
Locaon: | Foskomaoe [ooee.. ]
< Back Cancel |
Active @
| 4
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6. Click Next.

Note: The destination disk may be a USB Flash drive, a USB CD/DVD-ROM drive, or another
virtual drive that is mounted on the same server compute module you are using to capture the
image, etc.

7. Accept the default settings for Image Options.

@ Active@ Disk Image 3.1.2 - Unregistered evaluation copy ;Iglil

File  Wiew Tools Help

Disk Operations

. N Fiicl: ko Trmana Trozea ba Dicl WS e e
kﬁ Disk to Image Disk to Image Wizard

Image options
Set options For data compression and other image parameters

Details

Create & Backup Disk Image
wehich can be uzed to recover
your entire computer such as a
lngical partition o & physical
hatd dizk. Backup Dizk nage
file= contain used disk space
only and may be spit into
chunks, compressed, andfor
password protected.

- Compression
€ Hone

- Password protection

Password I
% Mormal {recommended)

Confirm password I
 High

r~Image splitting r~Image description

& automatic (kry single File)

" Fixed size (ME) I 'l

< Back I Mext = I Cancel

Ac_tive@
Disk Image

8. Click Next.
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9. On the confirmation page, accept the default settings for the log.

Disk Image 3.1.2 - Unregistered evaluation copy = IEIIﬂ

ile  Wiew Tools Help

Disk Operations

0 Tiick Fr Troane Trnane Fr Pick LR Ferloes Tmane

Confirm Operation Details
Werify the list of actions about to be performed. To change an action, click Back,

Details

T
@ Clone Disk

Transfer data,
sector-by-sector, from one
partition or an entire disk
directly to another partition or
ertire disk. Thiz iz useful far Cloning Disk ;I
copying the same configuration
to muttiple hard drives.

Operation 1 of 1

From:
Disk: a
BIOS name: Inkel Multi-Flex
Capacity: 20,00 G
Taotal sectors: 41943168

To:
Disk: 1
BIOS name: Inkel Multi-Fles

i
[+ Write text log ko CilactiveDiskImage.log L% Browse. ..

To proceed with cloning disk, click Mext.

< Back THext s Cancel |

Ac_tive@-
Disk Image

| Ready

10. Click Next.
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11. When the drive image process is compete, click Finish.

@ Active@ Disk Image 3.1.2 - Unregistered evaluation copy

File Wiew Tools Help

Disk Dperations

i S by
- ﬁ Micl b Trazma o Tremme ke Picl: L /'k'\‘. Euwnlava Trazma
%% Disk to Image Disk to Image Wizard

Cre.ate a Backup Disk Image KoopeT Image successfully created. Elapsed time: 00:11:41,
which can be used to recover

your entire cotmputer such as a
logical partition or a physical
hard disk. Backup Disk Image
files contain used disk space
only and may be spit into
chunks, compressed, and/for
password protected.

Details

T close this dialog box, click Finish.

Cancel

Ac_iive'@-
Disk Image

=10lx|

| Ready
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Using Active@ Disk Image*

442 To Restore anImage

1. Double-click Image to Disk.

@ Active@ Disk Image 3.1.2 - Unregistered evaluation copy

2. Click Next.

_{oix]
File Wew Tools Help
Disk Dperations
Details o £ -
0 L
Y P 5 Disk ko Image E""‘] Explore Image
m Image to Disk ik | : = %
IFESHmE iy .entlre cprnputer h Yerify Image = ﬁ? Create Raw Image Clone Disk
such &s & logical partition or & ?
physical hard disk from & i i
Backup Disk Image file or a
Rawy Disk Image file Service Utilities
Y
o))
I ! Create Boot Disk. Partition Manager
Other Operations
- ®
L | ViewLog = | Schedule Task
] @
Active @
Disk Image
| Ready v
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3. Browse to the location of the image file to restore.

ﬁ Active@ Disk Image 3.1.2 - Unregistered evaluation copy = | Ellll

File Wew Tools Help

Disk DOperations

Details o R ¥ -
. 1.4 % Nick Fr Tmane Tmane ko Nick W Fenlors Tmana

% Image to Disk Image to Disk Wizard 1'

e ey egm—— Locate Source Image File )
yaurs O Enter the path and filename or browse ta the image file that vou want to restore, =
such &3 & logical partition or &

physical hard disk from a
Backup Disk Image file or 2
Raw Disk Image file.

File name: E:'\DiskImageDiskImage\Disklmage  adi Browse... I

< Back. M hest = Cancel |

Ac_tive@
Disk Image

| Ready

4. Click Next.
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Using Active@ Disk Image*

5. Select the source to be restored (the source component from within the restore image).

ﬁ Active@ Disk Image 3.1.2 - Unregistered evaluation copy - |EI|5|
File ‘Wew Tools Help
Disk Operations
Details N : -
e, B ... o
’ . o 8 Nick ko Trnane =~ Traane ba Mick ST Fynloes Trmane
% Image to Disk Image to Disk Wizard LI
Rest i " Select Source Disk or Partition ;
ESI0NE YOUN ENE COMpLLEr Select the check box beside the partition ar disk that you want to restare =/
such as & logical partition or &
physical hard disk from a
Backup Disk Image file or 2
Fawe Disk Image file. Partition | Flags | Capacit | Used space | Information |
24 Disk 0 20,00 GE Intel Multi-Flex
Header 31.50K8 MBR: and track 0
LR ()] Pri, Act 1999 GE 4945 GB MTFS
< Back I Mext = I Cancel
Active @
Disk Image
| Ready v
6. Click Next.
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7. Select the destination drive (this is the drive to which the image will be written).

@ Active® Disk Image 3.1.2 - Unregistered evaluation copy ;Iglil

File Wew Tools Help

Disk Operations

— e a Y
L L
— L. S Tiick b Trmans Trnans ba Mick MR rvniore mane

i& Image to Disk Image to Wizard Zl

Restore your entire computer
such az a logical partition or &
physical hard disk from a
Backup Disk Image file or
Raw Disk Image file

Select Destination Disk
Click a disk to select it, all existing partitions on the selected disk will be overwritten with restored data

Diisk. | Capacit | Infarmation |
G Disk 0 20.00 GB Intel Multi-Flex
2 1 : B Inikel Multi-Flex

¥ Keep original size and location of partitions

.

< Back I Mext = I Cancel

Active @

Disk Image

| Ready A

8. Click Next.
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Using Active@ Disk Image*

9. On the Restore Another page, accept the default setting of No, proceed to confirmation.

ﬁ Active@ Disk Image 3.1.2 - Unregistered evaluation copy

10. Click Next.

=10l x|
File Wew Tools Help
Disk DOperations
Details AT @ -g-\ ?;
’ . m Nick Fo Trane = Trane ba Nick L .’—l\“\ Fyrlare Trnanea
% Image to Disk Image to Disk Wizard 1'
. Restore Another J)
IFEHmTE Ly .ermre cprnputer Would vou like to restore anather disk or partition? =
such &3 & logical partition or &
physical hard disk from a
Backup Disk Image file or 2
Ragi=dimaceyes ‘fou can restare another partition or disk from the backup, Do you want to select another partition or disk to
reskore?
= ¥es, select anather disk o partition,
< Back. [ex Cancel
Active @
Disk Image
| Ready v
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11. Accept the default settings for the log.

Disk Image 3.1.2 - Unregistered evaluation copy = IEIIﬂ

ile  Wiew Tools Help

Disk Operations

Details y A ?‘L
— il ;E& Trnans ba Mick (5]
% imagetonisk I

Restore your entire computer
such as & logical parition or &
physical hard disk from a
Backup Disk Image file or &
Raw Digk Image file. Restoring Backup ;I
From file: E:\DiskImageiDiskImage!DiskImage. adi

Confirm Operation Details
Werify the list of actions about to be performed. To change an action, click Back,

COperation 1 of 2
MER and track 0
Disk: 1 {Inkel Mulki-Flex)

Operation 2 of 2

Partition: ()]

Disk: 1 {Intel Multi-Flex) I
File system: MNTFS

Size: 19,99 GE -= 19,99 GB

Assign letter: F:

i
I~ ;iwrite text log t0§ E:\DiskImage|DiskImage!DiskImage.log Browse. ..

Tao accept the lisk of actions and proceed, click Mext.

< Back I Next = I Cancel |

Active @

Disk Image

| Ready A

12. Click Next.
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13. When the image restore process is compete, click Finish.

:‘?J Active®@ Disk Image 3.1.2 - Unregistered evaluation copy ;Iglil

File Wiew Tools Help

Disk Operations

Details

3 i si
. Trmane Fr Pick LB Ferlore Trane
% Image to Disk

Restore your entire computer Image successfully restored, Elapsed time: 00:03:13,
such as & logical partition o & KespRbrgnant
physical hard disk from =
Backup Dizk Inage file or &
Rawy Disk Image file.

S Nick b Trnane

Wizard

Image k

Act ive ™
Disk Image

Cancel

Active @

Disk Image

4.5 For More Information

45.1 How to Obtain the Software

1. Active@ Disk Image software is available for purchase or as a limited-function demo
online version from the Active Data Recovery Software website at http://www.disk-
image.net/

2. The Active Data Recovery website also provides comprehensive documentation and
extensive FAQs for the Active@ Disk Image* software.
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5. Using Linux Drive Cloning to External USB Drive
or Network Location

This section is intended to provide a simple description of the requirements and processes for
using Linux tools to back up drives to an external USB drive or network location with the Intel®
Modular Server System.

Note: The following commands can and will overwrite existing data. Make sure you understand
the implications of each command before executing it. These commands are destructive and
final.

5.1 Hardware and Software Requirements

The following is a list of the recommended minimum software and hardware requirements:

Note: This information was verified using the Fedora 8* live disk as well as OpenSuSE* 10.3
and 10.2.

e An Intel® Modular Server System with at least one server compute module installed and
at least one virtual drive configured for each server.

e A USB CD-ROM drive
e A USB Flash drive or USB hard disk drive

5.2 Configuring the Host Server

5.2.1 Configure the Server
1. Create at least one storage pool using one or more physical hard drives.

2. Assign the virtual drives to a server compute module as Drive 0, Drive 1, etc.
5.3 Cloning a Virtual Drive

5.3.1 Virtual Drive to Virtual Drive
1. Boot the server compute module to a Live Linux CD/DVD.

2. Login to Linux and open a terminal session as the root user.

3. Locate the primary disk partition (typically /dev/sda for the first disk) and the
secondary disk partition (typically /dev/sdb)

4. Use the dd command to create an exact mirror of the content; dd bs=8192
if=/dev/sda of=/dev/sdb

5.3.2 Virtual Drive to an External USB Device

1. Connect an externally powered USB disk device to the USB port on the front panel of
the server compute module that is hosting the virtual drives.
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Boot the server compute module to a Live Linux* CD/DVD.
Login to Linux and open a terminal session as the root user.

Locate the primary disk partition (typically /dev/sda for the first disk) and the USB disk
drive (typically /dev/sdb — assuming no other drives; see the /var/log/messages
file for further information if needed).

Mount the USB disk drive if necessary (mount /dev/sdbl /media/disk)

Use the dd command and gzip to create a compressed image of the disk: dd
bs=8192 if=/dev/sda | gzip -9 > /media/disk/backup.gz

On the new server, uncompress the image and restore the virtual drive content using
gzip and dd: gzip —d /media/disk/backup.gz | dd bs=8192 of=/dev/sda

Virtual Drive to a Virtual Drive in Another Intel® Modular Server System over
Ethernet

This requires two modular server systems: a source system and a destination system.
Both systems must be running Linux; preferably the same distribution.

Note: The destination system must be configured with two virtual drives: one to boot from and
one to receive the clone image. If a raw disk partition is used, the destination drive should be
the same size as the source drive.

Boot both server compute modules to a Live Linux* CD/DVD.
Login to Linux and open a terminal session as the root user.

Use ICMP Ping to test the network connectivity between the two systems. Disable the
firewall if necessary.

On the destination system, execute: nc —1 10000 | gzip —d | dd bs=8192
of=/dev/sda. (The nc command is netcat on OpenSuSE*).

A listening device will be created on port 10000 to write incoming data to /dev/sda.

On the source machine, execute: dd i1f=/dev/sda bs=8192 | gzip -9 | nc
remote_ip 10000
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