Internet Mail Connector Registry Values

You should not change any of the Internet Mail Connector registry values unless you are familiar with the full effect of the change. These values are set in the Windows NT Registry Editor. The registry key is:

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services

\MSExchangeIMC\Parameters\<parameter>

For example,

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services

\MSExchangeIMC\Parameters\BadInMessageAction = 1

AlwaysUseETRN

   Type: REG_DWORD

   Value: 1

Forces Exchange to send the ETRN command to all hosts it connects to regardless of the method of connection (LAN, RAS).

It is recommended to ONLY use this when connecting to a single host for mail delivery. Using this entry with DNS can drastically reduce the performance of the IMS as well as that of the remote hosts.

BadInMessageAction

   Type:    REG_DWORD

   Value:   0x1

Set this registry parameter to 1 to save inbound messages that cannot be processed by the Internet Mail Connector and have non-delivery reports (NDRs) created to a BAD directory under the IMCDATA\IN directory.

BadOutMessageAction

   Type:    REG_DWORD

   Value:   0x1

Set this registry parameter to 1 to save outbound messages that cannot be processed by the Internet Mail Connector and have NDRs created to a BAD directory under the IMCDATA\OUT directory.

DisableLoopbackConnections

   Type:    REG_DWORD

   Value:   0

The Internet Mail Connector allows configurations where SMTP connections are made to itself. There are cases where this behavior is desired, such as when one Microsoft Exchange user addresses another using an SMTP proxy.  However, this can also allow loopbacks and inefficient configurations. You can configure the Internet Mail Connector so that it wont initiate SMTP connections if the destination hosts IP address matches its own. Instead, it will create an NDR for the message. To enable the Internet Mail Connectors connection loopback detection, set the DWORD registry value to 1.

DisableResolverSearchList

   Type:    REG_DWORD

   Value:   0

If you are using a wildcard MX DNS record, the Internet Mail Connector will append the default domain from your TCP/IP configuration to each host name before trying to resolve it in DNS. To prevent this, set the DisableResolverSearchList value to 1. This setting stops the Internet Mail Connector from appending a domain to host names before trying to resolve them.

EnableMIMEWrap

   Type:    REG_DWORD

   Value:   0

EnableMIMEWrap controls word-wrap in outgoing non-TNEF MIME messages. If it is enabled, lines in MIME messages are wrapped at a fixed column. If EnableMIMEWrap is disabled (and UseRTFText is also disabled), lines are wrapped using quoted printable encoding. MIME-enabled readers will unwrap the lines, restoring the original text flow, but users with non-MIME readers will see a “=” character appended to each wrapped line of text.  EnableMIMEWrap is enabled by default. UseRTFText also affects word-wrap. If enabled, text lines in all non-TNEF messages are wrapped at a fixed column, regardless of the setting of EnableMIMEWrap. The word-wrap setting for non-MIME messages on the Internet Mail Connector properties in the Microsoft Exchange Server Administrator program is ignored.

ExtensionDLL

   Type:    REG_SZ

   Value:   c:\exchsrvr\connect\msexcimc\bin\imcext.dll

Pointer to an Internet Mail Connector message routing extension DLL. This value should exist only if an extension DLL is used.

MaxReceivedHeaders

   Type:    REG_DWORD

   Value:   0x12

Maximum number of hops a message can take before being returned as non-deliverable. This prevents infinite loops from occurring. The number is the count of received headers in the message.

OutQueueHighWaterMark

   Type:    REG_DWORD

   Value:   0x61a8

When this many messages are queued in the OUT directory, the Internet Mail Connector will stop accepting messages.

OutQueueRestartWaterMark

   Type:    REG_DWORD

   Value:   0x3a98

If the Internet Mail Connector has stopped accepting messages due to the high water mark being reached, and when the number of messages in the OUT directory falls below this number, the Internet Mail Connector will start accepting messages again.

ResolveP2

   Type:    REG_DWORD

   Value:   0x0

Setting this entry to 1 tells the IMS to perform P2 resolution on the recipient’s and sender’s names for Inbound messages. If 0, the IMS does no name resolution on the inbound message passes the information to the client for resolution.

SaveFailedOutbound

   Type:    REG_DWORD

   Value:    N/A

If non-zero, outbound messages failing content conversion that have NDRs created are stored in the Content Conversion Failed folder.

SiteDomain

   Type:    REG_SZ

   Value:    N/A

The domain to be used in the originator address for reports generated by the Internet Mail Connector. Overrides the site address.

SMTPRecvTimeout

   Type:    REG_DWORD

   Value:   0x12c

SMTP protocol time-out waiting for packet transmission. These time-outs can be set to zero to never time-out. However, this is not recommended because it could cause the Internet Mail Connector to hang.

SMTPWaitForAck

   Type:    REG_DWORD

   Value:   0x12c

SMTP protocol time-out for OK response to a command sent to another host (seconds).

SMTPWaitForBanner

   Type:    REG_DWORD

   Value:   0x12c

SMTP protocol time-out for HELO banner from another host (seconds).

SMTPWaitForDataBlock

   Type:    REG_DWORD

   Value:   0x258

SMTP protocol time-out waiting for the other host to send the .CRLF termination to the data block.

SMTPWaitForDataInitiation

   Type:    REG_DWORD

   Value:   0x78

SMTP protocol time-out waiting for the other host to start transfer of the data block.

SMTPWaitForDataTermination

   Type:    REG_DWORD

   Value:   0x258

SMTP protocol time-out waiting for a response from the other host to the .CRLF data termination

SMTPWaitForMailFrom

   Type:    REG_DWORD

   Value:   0x12c

SMTP protocol time-out waiting for a response to the FROM command.

SMTPWaitForRcpt

   Type:    REG_DWORD

   Value:   0x12c

SMTP protocol time-out waiting for a response to the RCPT command.

UseRTFText

   Type:    REG_DWORD

   Value:   0x1

UseRTFText specifies if reply-and-forward text is quoted in outgoing non-TNEF. If it is enabled (non-zero), Internet style quoting is applied to reply-and-forward text by inserting a greater-than sign (>)before each line. If UseRTFText is disabled (set to zero or not present), no Internet-style quoting is applied. UseRTFText is enabled by default.

