PCM service for SMS 1.2 Clients


In the past, the Package Control Manager (PCM) has been installed as a service on SMS logon servers, but only as a application on SMS clients. Because the client version runs as an application, it only has the privileges assigned to the user account from which the application is run. 


You can now install PCM as a service on any Windows NT workstation or Windows NT stand-alone server (x86 or Alpha) that is a member of a Windows NT domain and is an SMS 1.2 client. In addition to the new Pcmsvc.exe file, the Pcmwin32.exe file has been changed and will need to be replaced on your client computers. 


These two files are included with the PCM service deliverable. A copy of RSERVICE.exe is also included, since it is used to install the PCM service. All three executables will also be available in SMS Service Pack 2, along with other enhancements and bug fixes. SMS Service Pack 2 is scheduled for release in the first quarter of 1997.


The PCM service requires a user account that has administrator privileges on the client computer, and that has domain user authority to read a PCM instruction file on the SMS logon server and to execute a setup program in the package directory on the SMS distribution server.


Because it works through a user account with administrative privileges, the PCM service can perform tasks that the PCM application cannot. For example, it can install files into secured directories or make changes to secured registry keys. 


However, the existence of the privileged account used by the PCM service introduces a security risk that administrators must consider carefully before installing the PCM service. The privileged account must either be a member of the Domain Users global user group, and be assigned to the administrator local group on each computer to be administered, or it must be made a member of the Domain Admins global group for the domain. 


If users on any of these workstations were able to replace the Pcmsvc32.exe file with their own applications, they would then be able to run any application they wanted in a administrator security context. For example, if a Domain Admin account were used, the substituted application could grant the user’s regular user account full Domain Admin privileges. The user would then have not only administrative access to all domain resources, but also administrative access to all workstations. To maintain security, the directory containing PCMSVC32.EXE must be carefully protected, and users must not have admin access to their computers.


Installing the PCM Service on SMS 1.2 Clients


You can install the PCM service on any Windows NT workstation or Windows NT stand-alone server (x86 or Alpha) that is a member of a Windows NT domain and is an SMS 1.2 client. The PCM service cannot be installed on workstations or stand-alone servers that are members of a workgroup, rather than a domain.


Most of the work involved in installing the PCM service can be done automatically, using the RSERVICE utility (Remote Service Utility). In addition, RSERVICE can be used to start, stop, or query the status of the service whenever necessary, thereby simplifying the management of the PCM service on all Windows NT computers in a single domain. In fact, RSERVICE can be used to control any service on multiple computers within a domain. The control options include installing, starting, stopping, removing, querying the status of, and pausing a service, or sending a control code to a service.


The RSERVICE utility is a console application. The data required to control a service using RSERVICE must be supplied in an initialization file. Once the initialization file has been created, the service can be controlled with a single command line. The RSERVICE utility is documented in the online Help for the SMS Resource Kit. Specific information for creating an initialization file for the PCM service is provided in the following section. A copy of the RSERVICE documentation is provided at the end of this document.


The following steps are required to install the PCM service:


�SYMBOL 117 \f "MSIcons" \s 9.5 \h �	Create a domain user account to be used by the PCM service. 


�SYMBOL 117 \f "MSIcons" \s 9.5 \h �	Make sure that the account is included in the Domain Admins group.


�SYMBOL 117 \f "MSIcons" \s 9.5 \h �	Make sure the Domain Admins global user group has administrative authority on the Windows NT Workstation and stand-alone computers in the domain.


�SYMBOL 117 \f "MSIcons" \s 9.5 \h �	Create an initialization file that RSERVICE can use to install and manage the PCM service.


�SYMBOL 117 \f "MSIcons" \s 9.5 \h �	Use the initialization file to install the PCM service on a set of test computers.


�SYMBOL 117 \f "MSIcons" \s 9.5 \h �	Install the PCM service on production computers.





Establish the User Account for RSERVICE 


In addition to creating the initialization file, you must do the following:


	1.	Create a domain user account that the PCM service will use. Log on as a domain administrator and open User Manager for Domains to create the account.


	2.	While still in User Manager for Domains, add the user account to the Domain Admins global user group. 


	3.	Ensure that the Domain Admins global user has administrative authority on the Windows NT Workstation computers in the domain. By default, Windows NT computers grant local Administrators group membership to the Domain Admins global group. If this default behavior has been changed on computers in your organization, you may need to manually add the account designated for the PCM service to the local administrators group on those computers.


Create the RSERVICE Initialization File


The RSERVICE initialization file contains the name of the domain and information on how to determine the computers on which PCM Service is to be installed. This file is an ASCII text file that follows the standard Windows INI file format. Sections in this initialization file are required to give the service name and other information about the service. An example initialization file for PCM Service installation is given here for a domain named EC_SALES.


[domain name]


;specify domain and computers affected by this initialization file


;domain_name=parameter


EC_SALES=NTWD





[service account]


;specify user account that the service is to use, including domain


;*=domain_name\account_name


*=HQ_MASTER\SMS_PCMSVC





[service name]


;specify the service (for PCM service, type exactly as shown)


*=SMS_PACKAGE_COMMAND_MANAGER_NT





[executable file]


;specify the executable file (for PCM service, type exactly as shown)


*=pcmsvc32.exe





[installation directory]


;specify where the service is to be installed on the destination computers 


;*=drive:\[path]


*=c:\sms_pcm





[source directory]


; specify the location of the service executable files on the local computer


;*=drive:\[path]


*=d:\sms12\site.srv\x86.bin





This example initialization file could be used to install PCM Service onto all Windows NT Workstation computers (NTWD) in the EC_SALES domain. You could specify other classes of computers, as follows:


Parameter�
Computers specified�
�
�
�
NTSD�
all stand-alone servers�
�
NTPDC�
primary domain controller�
�
NTBDC�
all backup domain controllers�
�



You can install the PCM service on multiple classes of computers by listing the parameters in a comma-separated list. 





Note


You can install the PCM service on domain controllers only if they are SMS 1.2 clients and are not being used as SMS logon servers.





Save this initialization file with an appropriate file name; for example, EC_SALES_PCMSVC.INI.


Use the RSERVICE Initialization File to Install PCM Service 


Once the user account and initialization file have been prepared, you are ready to install the PCM service.





Note


As always when modifying large numbers of computers with a single remote command, it is best to test the process before broadcasting the change to your organization’s production environment. The specification of destination computers in the initialization file cannot be tested, of course. However you can still test that the remainder of the initialization file has been set up correctly, that the required source files are accessible, that the user account specified for the PCM service has the necessary privileges, and that the PCM service itself serves the needs of your organization.


You may accomplish this testing either by using the /M option with the RSERVICE command (so that you are only affecting a single computer), or by creating a different version of the RSERVICE initialization file that specifies a different set of computers. 





To install the PCM service on the computers specified in the initialization file, run the RSERVICE utility once on an SMS site server that has network access to the domain. If you are logged on using the user account you established for RSERVICE, use the following command-line:


RSERVICE /INSTALL initialization_filename





If you are logged on using any other user account, use the /c option with the RSERVICE command, as follows:


RSERVICE /INSTALL initialization_filename /c





The /c option will cause RSERVICE to prompt you for the password to the account specified in the initialization file. If the /c is not in the command line, RSERVICE will attempt to use the user account from which the RSERVICE command is issued, and you may get an “error 5(Access Denied)” message.





Note


It appears that regardless of the /c command line switch, you will be prompted to enter a password.





If the initialization file is not found (for example, if the file name is mistyped or if the file is not in the current or specified directory), RSERVICE will return a message saying that no domain is specified in the [domain name] section of the initialization file. If you receive this message and you are sure that a domain is correctly specified in the file, make sure the file name has been specified correctly in the RSERVICE command.


For example:


RSERVICE /INSTALL EC_SALES_PCMSVC.INI





or


RSERVICE /INSTALL EC_SALES_PCMSVC.INI /c





In this example, the RSERVICE utility creates a directory called C:\SMS_PCM on all Windows NT Workstation computers in the domain EC_SALES. It then copies file Pcmsvc32.exe from directory D:\SMS12\SITE.SRV\X86.BIN on the local computer (which is a site server) to the directory C:\SMS_PCM on all of these computers. Finally, it installs the service SMS_PACKAGE_COMMAND_MANAGER_NT with an executable file of C:\SMS_PCM\PCMSVC32.EXE and a user account of HQ_MASTER\SMS_PCMSVC.





Note


If you currently have drive connections to a machine that RSERVICE will attempt to configure, it may be unable to connect using the account specified in the INI file.  This is because the same user cannot make more than one connection to the same system using different account credentials.  It is best to log on using the same account that you plan for RSERVICE to use if you run into this issue.  Verbose output from RSERVICE should indicate a “1219” error code if this is the case.  Also, when using the DEINSTALL functionality, the use of a log file is required.





Use RSERVICE To Control The PCM Service 


In SMS 1.2, the PCM service can be used to execute mandatory and automated system task jobs. Per-user settings cannot be configured with the PCM service.


After the PCM service has been installed on the destination computers, you can use the RSERVICE utility and the initialization file you created to start the service on those computers from the site server. The command is of the form:


RSERVICE /start initialization_filename








In this example, the service could be started on all the Windows NT Workstation computers in the EC_SALES domain with the command:


RSERVICE /START EC_SALES_PCMSVC.INI





Other commands are available to control the service. For more information, see the appendix “RSERVICE Reference,” or look at the on-line Help for RSERVICE in the SMS 1.2 Resource Kit.





Note


Under certain conditions, RSERVICE may report that it cannot stop or cannot start the service, when it has actually succeeded.  Verbose output would indicate that a WNetAddConnection2() returned error “87”.





Enable Logging


For the PCM service to log trace messages, the TRACING registry key and Enabled value must be added to the registry of the client computer, as follows:


HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\SMS\TRACING 


Enabled 0x00000001 (data type REG_DWORD)





In addition, the SMS_PACKAGE_COMMAND_MANAGER_NT key must be created, with the Enabled and TraceFilename values set as follows:


HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\SMS\TRACING\SMS_PACKAGE_COMMAND_MANAGER_NT


Enabled 0x00000001 (data type REG_DWORD)


TraceFilename \SMS\LOGS\pacman.log (data type REG_SZ)





After these changes have been made, restart SMS_PACKAGE_COMMAND_MANAGER_NT so it reads and uses the new settings. Because the change must be made manually at the client computer, you may prefer to enable logging only on those computers on which you encounter problems with jobs run by the PCM service.


Restrictions


The PCM service will not run jobs while the PCM application is running. To ensure that the PCM application is not running, either disable (or remove) the PCM application, or make sure that no user is logged on. 


Any packages sent to SMS 1.2 clients with the package properties Automated and System (Background) Task need to be performed by the PCM service rather than by the PCM application. To avoid problems that could arise if the PCM application attempts to execute a job intended for execution by the PCM service, a modified version of PCMWIN32.EXE (the PCM application executable file) is now available from Product Support Services (PSS). The modified PCM application will not attempt to run jobs that are Mandatory and that have the package properties Automated and System (Background) Task. Such jobs will wait until the PCM application is not running. They will then be run by PCM service, instead. Remember that once the PCM application is launched, it continues to run until the user logs out, or until the process is stopped using the Windows NT Task Manager. Choosing Close from the File menu merely hides the PCM application; it doesn't end it.


The new version of PCMWIN32.EXE should be installed before the PCM service is deployed, as described in the following procedure.


To install the modified PCMWIN32.EXE


	1.	Go to the source directory on the site server, and overwrite the source PCMWIN32.EXE file with the new PCMWIN32.EXE file. The old file will be in the subdirectory \site.srv\maincfg.box\client.src\platform.bin, where platform.bin is either x86.bin or alpha.bin.


	2.	Change the date and time on the file SYSTEM.MAP (in the main SMS installation directory) to the current date.





Maintenance Manager will then create a new copy list that includes the new version of PCMWIN32.EXE, distribute the new PCMWIN32.EXE to all SMS logon servers in the site, and update the copy-list version number in the copy-list files. The first time a client runs the SMS logon script after the logon servers are updated, the new copy list will be detected, and the new PCMWIN32.EXE will be copied to the client.





Note


If several automated background jobs are set for same mandatory time, the PCM service will create only one INS file entry for all of those jobs. To obtain a separate entry for each job, assign different mandatory times for the jobs.





Special Cases


Microsoft has tested the use of PCM service for installing several applications and operating systems. Fresh installations were tested, as well as upgrades. The tests used client computers running Windows NT Workstation and Windows NT Server, versions 3.51 and 4.0.


This section provides you with special-case information gathered in these tests.


Installing Office95 


For both Windows NT Workstation and Windows NT Server, versions 3.51 and 4.0, the files for Office95 are installed correctly by the PCM service. While Office95 is being installed, it makes no difference which account is logged in at the computer, or even whether anyone is logged in at all. Job status usually remains Active even after the job is completed, although in some cases  it correctly changes to complete.


If the computer is running Windows NT 4.0 (service pack 1), Office95 items are not generally added to the Start menu. 


If the computer is running Windows NT 3.51 (service pack 5), no program groups or icons are created for Office95.


In all cases, the Office95 components start correctly when run from the executables (for example by double-clicking the MSAccess.exe file in File Manager or in Windows NT Explorer).


Installing Office97 


For both Windows NT Workstation and Windows NT Server, versions 3.51 and 4.0, the files for Office97 are installed correctly by the PCM service. While Office97 is being installed, it makes no difference which account is logged in at the computer, or even whether anyone is logged in at all.


If the computer is running Windows NT 4.0 (service pack 1), Start menu items are created as expected and they apply to all accounts. However, if a new account is added after Office97 is installed, that account will have two sets of Start menu items, one in the lower, common program groups section, and another in the upper, individual section. The items in the common section work properly. The items in the individual section do not work properly, and should be removed manually. (From the Start menu choose Settings, then choose Taskbar and go to the Start Menu Programs tab.)


If the computer is running Windows NT 3.51 (service pack 5), no program groups or icons are created for Office97.


In all cases, the Office97 components start correctly when run from the executables (for example by double-clicking the MSAccess.exe file in File Manager or in Windows NT Explorer).


Upgrading From Office95 to Office97 


In these tests, Office95 was first installed manually, to simulate the typical case in which the applications are already installed. 


On Windows NT Workstation 4.0 (Service Pack 1)


The upgrade using the PCM service is fully functional. Items for Office97 applications are added to the common Start menu. In addition, an account that already had Office95 applications in its Start menu now has Office97 items in both the lower, common portion of the Start menu and in the upper, individual portion of the Start menu. All of these items function properly. 


Most Office95 files are replaced with proxy files that invoke the equivalent Office97 application when double-clicked. The Office97 directory tree is fully populated, and the files there start correctly when double-clicked.


On Windows NT Workstation 3.51 (Service Pack 5)


The Office97 directory tree is fully populated, and the files there start correctly when double-clicked, from any account. Most Office95 files are replaced with proxy files that invoke the equivalent Office97 application when double-clicked. However, no new program groups and icons are created for the Office97 applications, and the old program groups and icons point to the Office95 executable files. Since the Office95 executable files have been replaced with proxy files, clicking the icons does not start the applications. To change the icon so that it points to the new files, select the icon and choose Properties from the File menu.


Upgrading Windows NT Operating Systems 


The upgrade process works as usual when upgrading from Windows NT Workstation 3.51 (Service Pack 4) to Windows NT Workstation 3.51 (Service Pack 5) or from Windows NT Server 4.0 (no Service Pack) to Windows NT Server 4.0 (Service Pack 1).


If you will be using the PCM service to upgrade from Windows NT 3.51 (service pack 5) to Windows NT 4.0, edit the command line properties in the Windows NT upgrade PDF, replacing ntencap.exe /NTw with start. Because the ntencap.exe program cannot detect a system reboot from a service, it should not be used with the PCM service. 





Note


When using PCM service to upgrade to Windows NT 4.0, there will be no detailed status report on the job. Also, the job may never be reported as Complete, even after it has completed successfully.  This is because jobs which require a reboot may not provide PCMSVC32 enough time to write a complete status back to the logon server.  In addition, if the PCMSVC32 polling interval is set to a value to fast, it is possible that following the reboot, it may attempt to process an instruction a second time, before the site has had time to process the completion of the first execution.  This condition should correct itself in time, but should be preventable by keeping the PCMSVC32 polling interval set at 1-hour or slower and the site response speed at “Very Fast” (the default.)





�
Appendix


RSERVICE Reference


The following information is taken from the RSERVICE topic in the online Help that is included with the SMS 1.2 Resource Kit.


RSERVICE Syntax


RSERVICE	/command [/command ...] [/C] [/L:log_file] [/M:computer] [/T:thread_count] [/V] init_file





where:


command can be any of the following:


/INSTALL�Installs the service on the specified computers; this includes creating a directory and copying the service executable file to the computer. If the service is already installed, then no action is taken. If this command is used, a password for the service account is requested at run time. Also, the service account is granted the ‘Log on as a service’ right on the specified computers.


/START�Starts the service on the specified computers; the service must already be installed. If the service is already running, then no action is taken. If the service is paused, it will resume.


/STOP�Stops the service on the specified computers. If the service is already stopped, then no action is taken.


/DEINSTALL�Removes the service on the specified computers; this includes deleting the service executable file(s) and removing the directory for a computer, if necessary. The service must be already stopped. If the service is not installed, then no action is taken.


/QUERY�Queries the service on the specified computers.


/PAUSE�Pauses the service on the specified computers. If the service is not running, no action is taken.


/CONTINUE�Resumes the paused service on the specified computers. If the service is not running, no action is taken.


/SENDCODE:code�Sends a control code to the service on the specified computers. NT services can be written to handle user-defined control codes in the range 128 to 255.


/C


Makes an explicit connection to each computer using the service account before the service commands are executed. This option provides administrator-level access to the computers using the service account specified in the initialization file instead of defaulting to the current security context. All service commands are executed after the connection is established, and then the connection is deleted. If this option is used, RSERVICE prompts for a password.


/L:log_file


Specifies a path for an output log file. Output from RSERVICE is appended to this file.


/M:computer


Overrides the computers specified in the initialization file. This option causes the listed or automatically detected computers to be ignored, but all options specified in the initialization file are still used for computer.


/T:thread_count


Specifies the maximum number of threads that may be used (the default is 10). Specifying the number of threads gives control over the response versus the system load of RSERVICE, and affects the number of computers operated on concurrently. RSERVICE will use a separate thread for each computer and execute all of the service commands within this thread.


/V


Enables verbose mode so that additional output is displayed.


init_file


Specifies a path to an initialization file (.INI) that defines a set of computers and information about the service. The following sections are required: [domain name], [service account], [service name], [executable file].


Initialization File Format


The initialization file consists of sections to specify domain and computer information, service parameters, and installation parameters. The entries for all sections share the following form:


entry=parameter [, parameter...]





The sections and accepted entries are as follows:


[domain name]


This section can only have a single entry. This entry specifies the name of the domain in which service is to be installed and managed. The entry in this section must follow one the these two formats:


domain_name=LISTED


domain_name=detection_parameter [, detection_parameter...]





where:


LISTED


Specifies that the computers defined for this domain are listed in the [machine list] section; automatic detection of computers is off. 


detection_parameter


Specifies that one of the following automatic detection methods be used to identify the intended computers in the domain:


NTWD


Detect and include all NT Workstations that have computer accounts in this domain.


NTSD


Detect and include all stand-alone servers that have computer accounts in this domain.


NTPDC


Detect and include the primary domain controller of this domain.


NTBDC


Detect and include all backup domain controllers of this domain.


[machine list]


Entries in this section specify the computers to be affected by the RSERVICE command. All computers listed in this section must be members of the domain specified in the [domain] section. Entries have the following forms:


computer_name=INCLUDE | EXCLUDE


computer_prefix*=EXCLUDE





where:


computer_name


specifies the exact name of a server or workstation in the domain listed in the [domain name] section.


computer_prefix


specifies a common prefix of one or more servers or workstations in the domain listed in the [domain name] section; the * is interpreted as a wildcard that matches zero or more additional characters in the computer name.


INCLUDE


indicates that this computer is to be included in the list of computers; this is required for this computer to be managed when automatic detection of computers is off; if automatic detection of computers is on, then this computer would be added to the list of computers if it was not detected.


EXCLUDE


indicates that this computer (or any matching computer) is to be excluded from the list of computers; this computer is removed from the list of computers if automatic detection of computers is on and it was detected; if automatic detection of computers is off, then this computer is ignored.


[service account]


The [service account] section contains one line, which must begin with *=. The syntax is as follows:


*=domain-name\account-name


*=account-name





where:


domain-name\account-name


domain-name is the name of the local or trusted domain in which the account-name user account exists; account-name must have administrator access; this account is granted the ‘Log on as a service’ user right by RSERVICE for each computer if necessary.


account-name


account-name must have administrator access; this account is granted the ‘Log on as a service’ user right by RSERVICE for each computer, if necessary.


[service name]


The [service name] section contains one line, which must begin with *=. The syntax is as follows:


*=service-name





where service-name specifies the name of the service; this name will be used for both the system name and the display name.


[executable file]


The [executable file] section contains one line, which must begin with *=. The syntax is as follows:


*=executable_filename


where executable_filename specifies the name of the .EXE file for the service. The specified file name must not include a path component, only the file name and extension (for example, service1.exe).


[installation directory]


This section specifies the directory on the target computers on which the service is located (or is to be installed). It contains a single line, in one of the following formats:


computer_name=drive:\[path]


computer_prefix*=drive:\[path]


*=drive:\[path]





where:


computer_name


specifies the exact name of a server or workstation.


computer_prefix*


specifies a common prefix of one or more servers or workstations; the * is interpreted as a wildcard that matches zero or more additional characters in the computer name.


*


matches all servers or workstations that are not specified using computer_name or matched with computer_prefix.


drive:\[path]


specifies an absolute path to the directory for the service for one or more computers; this path must be a drive-letter-based path (e.g., c:\rservice); if this directory does not exist, it is created when the service is installed.


[startup parameters]


This section specifies the parameters with which the service is to be started. It can contain a single line of up to 1024 characters. The line can be in any of the following formats:


computer_name= parameter1 parameter2 ... parameterN


computer_prefix*= parameter1 parameter2 ... parameterN


*=parameter1 parameter2 ... parameterN





where


computer_name


specifies the exact name of a server or workstation.


computer_prefix*


specifies a common prefix of one or more servers or workstations; the * is interpreted as a wildcard that matches zero or more additional characters in the computer name.


*


matches all servers or workstations that are not specified using computer_name or matched with computer_prefix.


parameter1 parameter2 ... parameterN


specifies a parameter list to be used when the service is started.


[source directory]


This section consists of a single line and indicates the location of the source files to be used when installing the service on the destination computers. The line can be in any of the following formats:


computer_name=[drive:\][path]


computer_prefix*=[drive:\][path]


*=drive:\[path]





where:


computer_name


specifies the exact name of a server or workstation.


computer_prefix*


specifies a common prefix of one or more servers or workstations; the * is interpreted as a wildcard that matches zero or more additional characters in the computer name.


*


matches all servers or workstations that are not specified using computer_name or matched with computer_prefix.


drive:\[path]


specifies an absolute or relative path to the directory containing the service executable file(s). You can indicate a UNC path if you want.





�PAGE�16� PCM service for SMS 1.2 Clients








	PCM service for SMS 1.2 Clients  �PAGE�9�








�print \p page "


/ndf{1 index where{pop pop pop}{dup xcheck{bind}if def} ifelse}bind def


/ed{exch def}bind def


/SetPageOffset{neg wp$y add/dTop ed/dLeft ed}ndf


/SetPageSize {neg dTop add/dBot ed dLeft add/dRight ed}ndf


/DoCropMarks{gsave 0 setgray /dopaint true def 0.25 setlinewidth


  dLeft 76 sub dTop moveto 72 0 rlineto dLeft 76 sub dBot moveto 72 0 rlineto


  dRight 4 add dTop moveto 72 0 rlineto dRight 4 add dBot moveto 72 0 rlineto


  dLeft dTop 76 add moveto 0 -72 rlineto dRight dTop 76 add moveto 0 -72 rlineto


  dLeft dBot 4 sub moveto 0 -72 rlineto dRight dBot 4 sub moveto 0 -72 rlineto


  stroke grestore}ndf


/DoPageBox {gsave 0 setgray /dopaint true def 0.25 setlinewidth


  dLeft dTop moveto dRight dTop lineto dRight dBot lineto dLeft dBot lineto


  closepath stroke grestore}ndf


40.5 72 SetPageOffset


531 648 SetPageSize


DoCropMarks


DoPageBox"�


Filename: �filename �Installing PCM Service� Project: �title �7 3/8" x 9"--Grid A--Body� �Template: �template �10ABODY.DOT� Author: �author �Sharon Kay� Last Saved By: �lastsavedby �Sharon Kay��Revision #: �revnum �77� Page: �page \* arabic�16� of �numpages �16� Printed: �printdate \@ "MM/dd/yy hh:mm AM/PM"�00/00/00 00:00 AM�


�print \p para "


0 setgray /dopaint true def 2 2 moveto


/str 30 string def /Times-Roman findfont 5 scalefont setfont


(Printed On: ) show statusdict begin product show end 


(     Colorlayer: ) show /colorlayer where {pop colorlayer str cvs show}{(?) show}ifelse 


(     Document Page: ) show wp$fpage show"�!Unexpected End of Expression�





�print \p page "


/ndf{1 index where{pop pop pop}{dup xcheck{bind}if def} ifelse}bind def


/ed{exch def}bind def


/SetPageOffset{neg wp$y add/dTop ed/dLeft ed}ndf


/SetPageSize {neg dTop add/dBot ed dLeft add/dRight ed}ndf


/DoCropMarks{gsave 0 setgray /dopaint true def 0.25 setlinewidth


  dLeft 76 sub dTop moveto 72 0 rlineto dLeft 76 sub dBot moveto 72 0 rlineto


  dRight 4 add dTop moveto 72 0 rlineto dRight 4 add dBot moveto 72 0 rlineto


  dLeft dTop 76 add moveto 0 -72 rlineto dRight dTop 76 add moveto 0 -72 rlineto


  dLeft dBot 4 sub moveto 0 -72 rlineto dRight dBot 4 sub moveto 0 -72 rlineto


  stroke grestore}ndf


/DoPageBox {gsave 0 setgray /dopaint true def 0.25 setlinewidth


  dLeft dTop moveto dRight dTop lineto dRight dBot lineto dLeft dBot lineto


  closepath stroke grestore}ndf


40.5 72 SetPageOffset


531 648 SetPageSize


DoCropMarks


DoPageBox"�


Filename: �filename �Installing PCM Service� Project: �title �7 3/8" x 9"--Grid A--Body� �Template: �template �10ABODY.DOT� Author: �author �Sharon Kay� Last Saved By: �lastsavedby �Sharon Kay��Revision #: �revnum �77� Page: �page \* arabic�9� of �numpages �16� Printed: �printdate \@ "MM/dd/yy hh:mm AM/PM"�00/00/00 00:00 AM�


�print \p para "


0 setgray /dopaint true def 2 2 moveto


/str 30 string def /Times-Roman findfont 5 scalefont setfont


(Printed On: ) show statusdict begin product show end 


(     Colorlayer: ) show /colorlayer where {pop colorlayer str cvs show}{(?) show}ifelse 


(     Document Page: ) show wp$fpage show"�!Unexpected End of Expression�





	�PAGE�11�








�print \p page "


/ndf{1 index where{pop pop pop}{dup xcheck{bind}if def} ifelse}bind def


/ed{exch def}bind def


/SetPageOffset{neg wp$y add/dTop ed/dLeft ed}ndf


/SetPageSize {neg dTop add/dBot ed dLeft add/dRight ed}ndf


/DoCropMarks{gsave 0 setgray /dopaint true def 0.25 setlinewidth


  dLeft 76 sub dTop moveto 72 0 rlineto dLeft 76 sub dBot moveto 72 0 rlineto


  dRight 4 add dTop moveto 72 0 rlineto dRight 4 add dBot moveto 72 0 rlineto


  dLeft dTop 76 add moveto 0 -72 rlineto dRight dTop 76 add moveto 0 -72 rlineto


  dLeft dBot 4 sub moveto 0 -72 rlineto dRight dBot 4 sub moveto 0 -72 rlineto


  stroke grestore}ndf


/DoPageBox {gsave 0 setgray /dopaint true def 0.25 setlinewidth


  dLeft dTop moveto dRight dTop lineto dRight dBot lineto dLeft dBot lineto


  closepath stroke grestore}ndf


40.5 72 SetPageOffset


531 648 SetPageSize


DoCropMarks


DoPageBox"�


Filename: �filename �Installing PCM Service� Project: �title �7 3/8" x 9"--Grid A--Body� �Template: �template �10ABODY.DOT� Author: �author �Sharon Kay� Last Saved By: �lastsavedby �Sharon Kay��Revision #: �revnum �77� Page: �page \* arabic�11� of �numpages �16� Printed: �printdate \@ "MM/dd/yy hh:mm AM/PM"�00/00/00 00:00 AM�


�print \p para "


0 setgray /dopaint true def 2 2 moveto


/str 30 string def /Times-Roman findfont 5 scalefont setfont


(Printed On: ) show statusdict begin product show end 


(     Colorlayer: ) show /colorlayer where {pop colorlayer str cvs show}{(?) show}ifelse 


(     Document Page: ) show wp$fpage show"�!Unexpected End of Expression�














